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STEP
	ACTIVITY – DESCRIPTION
	Approximate Completion Date
	

PAGE #

	1
	Know/document your mission changes.
	21 Sep
	2

	2
	Review your site-definable MEPRS Codes Table (especially any new codes for new missions).
	29 Sep
	3

	3a
	CHCS Site Manager Should Load FY data updates onto CHCS. NOTE: If the local CHCS Site Manager does not complete this step by 25 October 2010, please contact your AMPO Analyst. 
	05 Oct
	3

	3b
	Verify that the appropriate fourth-level MEPRS codes were inactivated with the Master MEPRS Update. If not, the MEPRS Code should be inactivated. 
	05 Oct
	3

	4
	Validate your CHCS DMIS ID structure for the new FY.
	12 Oct
	4

	5
	Create the DSI Exclusions. Use the Data Set Exclusions by DMIS ID Enter/Edit (DXCL) option to exclude (as necessary) certain DMIS IDs as Requesting FCCs prior to creating the DSI file for the new FY.
	20 Oct
	5

	6
	Create the DSI file for the new FY.
	20 Oct
	6

	7
	Check the WAM Exceptions Report – Category 14, CHCS DSI File Activity, for DSI file exception messages after the DSI Creation status is listed as COMPLETE.  Resolve all WAM Exceptions.
	20 Oct
	7

	8
	Perform DWAM cleanup. These actions include adding manual and Cost Pool DSIs, and Cost Pools as Requesting FCCs.
	20 Oct
	8

	
	Frequently Asked Questions (FAQs)
	
	10

	
	WAM 433 ENHANCEMENTS
	
	11


[bookmark: _Toc46911826][bookmark: _Toc177182979]
[bookmark: _STEP_1:_Know/Document][bookmark: Cat_14Check]STEP 1: Know/Document Your Mission Changes
To get started and meet the objectives of FY initialization, you should know the answers to the following questions:
Has your mission changed for the new FY?
Are you adding new work centers (missions)?
Are you losing work centers (missions)?
Army sites should use the FY12 MEPRS/FCC Changes Document as a reference.
[bookmark: _STEP_2:_Review][bookmark: _Toc177182980]STEP 2: Review Your Site-Definable MEPRS Table
The DBA and MEPRS Coordinator should review the site-definable (fourth-level) MEPRS codes/FCCs together.  
	Menu Path: 
CA  DAA  MPR  INQ SDP (Print Site Definable MEPRS Table)



Look for potential inactivations and any new codes that need to be added based upon your analysis from Step 1.  While reviewing your site-definable MEPRS codes, answer the following questions:
a) Do any MEPRS codes on CHCS need to be inactivated?
	-  CHCS treats a MEPRS code that lacks a DMIS ID as inactive.  Therefore, 			workload is not collected for it.
b) Does every MEPRS code have a DMIS ID assigned to it?  
	-  CHCS allows multiple MEPRS codes per group, but due to problems with 	STANFINS missing a DMIS ID field, Army sites should create unique 4th level 	MEPRS code per Parent DMIS ID group.  If the same MEPRS code is used in more 	than one DMIS ID code within the same Parent DMIS ID group, the financial data will 	aggregate and default to the last record and DMIS ID when the financial data 	interfaces into EASi.  This problem may be resolved when GFEBS replaces the 	legacy STANFINS system.
c) Are unique fourth-level MEPRS codes used for external resource sharing workload performed at civilian or VA facilities within the same Parent DMIS ID group?  For civilian or VA facilities, the 4th level MEPRS code must be unique within the Parent DMIS ID group, or the problem with the Legacy STANFINS system can create a problem as explained in b) above.  

Remember:  For the new FY, inactivate any fourth-level codes on CHCS that cannot be inactivated during the third-level Master MEPRS Update. Refer to Step 3.
[bookmark: _Load_FY_Data]WAM TIPS
	
CHCS treats any MEPRS code/FCC without a DMIS ID as Inactive. 
Verify that the DMIS ID assigned to a MEPRS code/FCC is correct.
The DMIS ID assigned to a MEPRS code/FCC may no longer be changed. 



[bookmark: _STEP_3:_][bookmark: _Toc177182981]STEP 3:  Load FY Data Updates onto CHCS
a) The CHCS site manager/software specialist must load the latest DMIS ID update and the new FY WAM Core update.  The WAM Core update contains the Master MEPRS Update and WAM Core Update. These updates are usually available around 01 October.  
	-  If the software specialist did not provide the Exception Report generated from the data 	update, please request it.
b)   Remember:  For the new FY, add any new fourth-level MEPRS codes as a result of the    Master MEPRS Update to CHCS that is appropriate for your site’s mission. 
NOTE:  If the local CHCS site manager/software specialist does not load the latest DMIS ID or the WAM core update before 25 October, please notify your AMPO Analyst.    
[bookmark: _Review_the_DMIS_2][bookmark: _STEP_4:_][bookmark: _Toc177182982]STEP 4:  Review the DMIS ID Analysis Report
After the DMIS ID Codes update has been loaded in CHCS, the SAIC site manager/software specialist, DBA, and MEPRS Coordinator should review the DMIS ID Analysis Report.
	Menu Path: 
CA  Secondary Menu  DMIS  PREP  PDMI  (Print DMIS ID Analysis Report) 



This report lists the differences between your CHCS division structure and the official DMIS ID Codes file. Examples of the differences could include a change in Group ID, a newly acquired child DMIS, or orphans.
The DMIS ID Analysis Report lists the following four comment sections:  
INPATIENT DIVISION
This section indicates that this DMIS ID is a Hospital.
POSSIBLE BREAKOUT 
This section indicates that this DMIS ID is in the official DMIS ID Codes file, but was not found in the CHCS Medical Center Division file.  While reviewing this section, answer the following questions: 
Is this an orphan?  
Do I regularly receive workload information for this DMIS ID through FAX or e-mail? If the workload data is not in CHCS, please notify your AMPO Analyst.
Do users at these work centers also use another CHCS somewhere else?  
How will their workload get to EAS? 
Is the official DMIS ID Codes file wrong?  
INCORRECT DMIS ID/GROUP ID
This section indicates that the DMIS ID/Group ID/Division combination in CHCS does not match the official DMIS ID Codes file issued by TMA.  Usually, this occurs because a DMIS ID was realigned at the start of the FY to be part of a different Group.  
Important: This REQUIRES CORRECTIVE ACTION by the site.
INACTIVE DMIS ID
This section indicates that the official DMIS ID Codes file lists this DMIS ID as Inactive.  If you believe the official file is wrong, notify your AMPO Analyst immediately. If the official file is correct, you need to inactivate this division on CHCS.  The work centers in this division have either become part of the operations of another division/DMIS ID or are ceasing operation.  

Important: This REQUIRES CORRECTIVE ACTION by the site. Ultimately, your CHCS division structure and the official DMIS ID Codes file must match.

[bookmark: _STEP_5:_][bookmark: _Toc177182990]STEP 5:  Create Data Set ID Exclusions/Inclusions
For any given Performing FCC/DMIS ID pair, you may specify the exclusion of Requesting FCCs in the DSI file based upon the selected DMIS ID code.  You may exclude the Requesting FCC for a DSI for the Group or by division.
	Menu Path: 
CA  DAA  DWAM  DXCL (Data Set Exclusions by DMIS ID Enter/Edit)
Security Key:  DOD DSI EXCLUSION



The MEPRS Coordinator should follow the following steps prior to FY Initialization of the DSI file:
1. Choose whether the Requesting FCC will be excluded by Group or Division.
1. Select the Performing FCC/DMIS ID.
1. Choose the performing FCC/DMIS ID action.
1. Select the Requesting DMIS ID code(s) to exclude from the DSI file for the selected Performing FCC.
1. Choose the (E)xclude DMIS IDs action.
1. Choose the (F)ile/save changes action and then the (Q)uit action.
WAM TIPS
	
Run the Data Set Exclusions by DMIS ID Enter/Edit (DXCL) option prior to creating the DSI file for new FY.  
By using the DXCL option, the MEPRS Coordinator can greatly reduce the number of Requesting FCC codes that need to be inactivated.





[bookmark: _Toc46911835][bookmark: _Toc177182991]a.   Requesting FCC Exclusions/Inclusions Business Rules:
1. Use the Data Set Exclusions by DMIS ID Enter/Edit (DXCL) option to exclude any DMIS IDs as Requesting FCC prior to creating the DSI file for the new FY. [The Data Set IDs Create (DCRT) option is used to create the DSI file.]
Use this option only for DSIs with Performing FCCs.  CHCS screens out standard DSIs (i.e., DSIs with no Performing FCC, such as OBD, DIS, TOT) as designated in the WAM Core file. 
CHCS screens out non-system-generated DSIs (e.g., EHA) as designated in the WAM Core file.
If the current date is between 26 September and 30 September (a.k.a. Blackout Dates), you may only exclude DMIS IDs for the new FY and not the current FY.
Orphan divisions may not access this option, since they are already restricted to their own DMIS IDs.
CHCS locks an entry at the Performing DMIS ID level so that multiple users cannot edit the data at the same time.
If you are logged into a Group division, you can select any Performing FCC/DMIS ID combination in the Group to exclude DMIS IDs.
WAM TIPS
	
Any edits to the Data Set Exclusion file after the DSI file has been created will trigger a batch update to the DSI file.  
You should, when appropriate, edit the exclusions prior to the creation of the Data Set file. You may also edit (i.e., “reinclude”) the excluded Requesting DMIS IDs or exclude additional Requesting DMIS IDs after creation of the DSI file.



[bookmark: _Toc46911836][bookmark: _Toc177182992]b.  Benefits of the DSI Exclusions by DMIS ID Option
As shown in below, the Data Set Exclusions by DMIS ID Enter/Edit (DXCL) option should be used to exclude any DMIS IDs as Requesting FCC prior to creating the DSI file for the new FY. [The Data Set IDs Create (DCRT) option is used to create the DSI file.]

[bookmark: _Toc51570612]Benefits of the DSI Exclusions by DMIS ID Option Table
	Action
	Result

	No exclusions created prior to creating the DSI file for the new FY.
	Every possible Requesting FCC permutation is created for each applicable DSI in the DSI file based upon the WAM Core file, MEPRS Code file, and business rules for creating the Data Set Create option.  

	User excludes DMIS IDs as Requesting FCCs for selected Performing FCCs prior to creating the DSI file.
	MEPRS codes associated with the excluded DMIS IDs are NOT created as Requesting FCCs for the selected Performing FCC.  The DSI file is smaller.

	User adds a new exclusion after creating the DSI file.
	Batch update to DSI file reflects new exclusion.  Applicable Requesting FCCs are inactivated for selected Performing FCCs.

	User deletes an existing exclusion after creating the DSI file.
	Batch update to DSI file reflects removal of exclusion.  Applicable Requesting FCCs are reactivated for selected Performing FCCs.



[bookmark: _Create_the_Data][bookmark: _STEP_6:_][bookmark: _Toc46911837][bookmark: _Toc177182993]STEP 6:  Create the Data Set ID File for the New FY
When all previous steps have been completed, the MEPRS Coordinator creates the DSI file.  The file may be created for the new FY no earlier than 30 September and no later than 31 October. The following actions should be taken prior to creating the DSI file:
1) Verify with the SAIC site manager/software specialist that the official data update files (e.g., MEPRS/WAM Core, DMIS ID, etc) were loaded. 
2) Complete the DMIS ID Analysis Report to ensure that your CHCS divisions, DMIS IDs, and Group IDs are correct.
3) Recheck the MEPRS codes/FCCs. 
4) Ensure that WAM is turned on for each division in your Group.
	Menu Path: 
CA  WAM  5 (System Definitions Parameters)
Security Key: DGNAS MANAGER



5) Create DSI file for new FY, if appropriate.
	Menu Path: 
CA  DAA  DWAM  DCRT (Data Set IDs Create)
Security Key:  DOD DSI CREATE



6) Check the status of the creation of the DSI file.   
	Menu Path: 
CA  DAA  DWAM  DDSP (Data Set IDs Creation Status)



The option now indicates if a DMIS ID has exclusions implemented in Figure 1 below:
	
DIVISION: INPATIENT DIVISION                              20 Oct 2010 1630
                      DATA SET ID CREATION STATUS FOR FY12                      

DMIS: 0124          GROUP ID: 0124
                    DATA SET IDS CREATED FOR DMIS IDS:  0124  (exclusions implemented)
                                                        0378
                                                        0380
                                                        0381  (exclusions implemented)
                                                        0508
Current Status: COMPLETED
Begin Date/Time: 20 Oct 2010@1600
Completed Date/Time: 20 Oct 2010@1610
For list of exclusions, see Category 14, CHCS Data Set ID File Activity, in the WAM Exception Report.
Status Change User: BACON,MONA
Press <RETURN> to continue 



[bookmark: _Ref46898311][bookmark: _Toc51570593]Figure 1.  	Data Set ID Creation Status Screen

[bookmark: _STEP_7:_][bookmark: _Toc46911838]STEP 7:  Resolve WAM DSI Exceptions
1)  Review the WAM Exceptions Report, Category 14. Check the WAM Exceptions Report under Category 14, CHCS DSI File Activity, for DSI file exception messages after the DSI Creation status is listed as COMPLETE.
	Menu Path:  
CA  WAM  3 (Display Exceptions Report)



2)  Resolve all WAM DSI exceptions.   The exception messages and the corrective actions to resolve them are provided in Appendix A, Category 14 of the CHCS Desktop Workload Guide, dated 28 September 2007.
     
[bookmark: _DWAM_Cleanup][bookmark: _STEP_8:_][bookmark: _Toc177182996]STEP 8:  Perform DWAM Cleanup
The MEPRS Coordinator, Data Quality (DQ) Manager, and DBA are involved in the DWAM cleanup activities.  Start to edit your DSI file immediately after it has been created and all exceptions have been resolved.  Before making any edits, it is important to understand the Data Set ID File Business Rules and the Role of the WAM Core File.  See below.

[bookmark: _Toc177182994]a.  Data Set ID File Business Rules
1. CHCS limits the Requesting FCC to a division’s own DMIS ID for inclusion for standard data sets when creating the DSI file for a division. 
Standard data sets do not have a Performing FCC specified in the WAM Core file.
If the current date is between 26 September and 30 September (a.k.a. Blackout Dates), the existing business rule still applies.  During these dates, the user can only create for the new FY and not the current FY.
[bookmark: _Toc46911839]The Data Set IDs Create (DCRT) option is used to create system-generated DSIs (e.g., DAA, DBA, etc.), as indicated in the WAM Core file (#8185).
The Data Set IDs Enter/Edit (DEDT) option is used to create the manually created/generated DSIs (e.g., A*X, B*X, EHA), if needed, as indicated in the WAM Core file.  
The activation date is the beginning of the current FY (e.g., 01 October 2010), and the inactivation date is the end of the current FY (e.g., 30 September 2010).
The DSI file should be created only once per FY.  If recreated during the FY, the resulting DSI file is based on current exclusions in the WAM Data Set Exclusions file, the WAM Core file, and the MEPRS file.  Any prior manual edits through the following options are lost:  
Data Set IDs Enter/Edit (DEDT)
Data Set IDs Batch Inactivate Requesting FCC (DBAT)
Data Set IDs Inactivate Unused Requesting FCC (DINA).
[bookmark: _Toc177182995]b.  Role of the WAM Core File
The WAM Core file is very important to WAM functionality.  It contains the business rules and guidelines for workload by branch of service for a FY. This file is updated annually in conjunction with the MEPRS Codes file.  CHCS builds the DSI file based upon the guidelines in the WAM Core file.  The software uses that information to check the MEPRS Codes file for active MEPRS codes/FCCs by division and creates the data as appropriate.
Reminder:  If the ‘DMIS ID’ field is not populated, that MEPRS code/FCC is not used in the DSI file creation.
[bookmark: _Toc46911840]The WAM Core file generally lists the permissible Requesting FCC patterns as the first level of the FCC.  For example, the Requesting FCC patterns for DSI “DAA” (PHR) are “A”, “B”, “C”, “D”, and “F”.  This means that any MEPRS code/FCC that starts with “A”, “B”, “C”, “D”, or “F” on the site-definable MEPRS Codes table is created as a Requesting FCC for that DSI (e.g., DBAA, DCAA, etc).  After the DSI file has been created, MEPRS Coordinators are strongly encouraged to individually inactivate Requesting FCCs that are not actually used

[bookmark: _Toc177182997]c.  Begin DWAM Data Set IDs Enter/Edit (DEDT) Option
This option is used to manually create or inactivate DSIs for Cost Pools (e.g., A*X) and non-system-generated DSIs (e.g., EHA). This option is also used to create or inactivate Cost Pool codes as Requesting FCCs where appropriate.
	Menu Path: 
CA  DAA  DWAM  DEDT (Data Set IDs Enter/Edit)
Security Key: DOD DSI EDIT


[bookmark: _Toc46911842]d.  Data Set IDs Enter/Edit (DEDT) Option Business Rules
1. To use this option, the DSI file must be created for the division in which the user is currently logged in. 
The user must manually create DSI for Cost Pools (e.g., A*X) and non-system-generated DSIs (e.g., EHA).   
If the user is logged into the Group division, all Performing FCC/DMIS combinations for the group DSI display.  
If the user is logged into a child division, only the Performing FCC/DMIS combinations that match the DSI display. 
The default inactivation date is TODAY+1.
The default reactivation date is the beginning (e.g., 01 October) and ending (e.g., 30 September) of the FY. 
WAM TIPS
	
1) Use the Data Set IDs Enter/Edit (DEDT) option to do the following:
· Inactivate/reactivate individual Requesting FCCs within a DSI as required.
· Create inpatient Cost Pool DSIs (e.g., A*X).
· Create manual DSIs (e.g., DDE, DGD).
· Add Cost Pool codes as Requesting DSIs within other DSIs.
2) For manual DSIs only, the DEDT option automatically generates the Requesting FCCs based upon the WAM Core file and the MEPRS file.  The user must manually add the Requesting FCCs for Cost Pool DSIs.
3) For system-generated DSI codes, the DEDT option automatically generated the Performing and Requesting FCCs.  If a system-generated DSI code is allowed to have a Cost Pool Requesting FCC code added, the user must add it manually.    




[bookmark: _Toc177182998]e.   Batch Inactivate Requesting FCCs with a DSI
Remember: The MEPRS Coordinator, DQ Manager, and DBA are involved in the DWAM cleanup activities.  Start to edit your DSI file immediately after it has been created and all exceptions have been resolved.
	Menu Path: 
CA  DAA  DWAM  DBAT (Data Set IDs Batch Inactivate Requesting FCC)
Security Key:  DOD DSI EDIT



WAM TIP
	
Use Data Set IDs Batch Inactivate Requesting FCC (DBAT) option to batch inactivate/reactivate Requesting FCCs within one DSI.  




[bookmark: _Toc46911844][bookmark: _Toc177183000]
[bookmark: _Frequently_Asked_Questions]Frequently Asked Questions (FAQs)

1. Do I need to resolve the exception messages?  What do the WAM exception messages 	mean and how do I resolve them?
	Answer: Yes, especially the (E)rror messages.  Refer to Appendix A in the CHCS Workload 
	Desktop Guide dated 28 September 2007 for a listing all WAM Exception messages. 

2. Do I need to create the DSI file division by division?
Answer:  You could, but the preferred way is to log into the Parent division and create the DSI file for the entire Group.  The Parent division is created first, followed by the child divisions that have WAM turned on.

3. Do I need to do any special File-and-Table build activities for external resource sharing                external workload at civilian or VA facilities? 
Answer:  Yes.  MTFs with civilian or VA facilities MUST use unique fourth-level characters for the MEPRS codes relating to their civilian or VA facility Child DMIS ID codes.

4. What option should I use to inactivate/reactivate many Requesting FCCs within one DSI?
Answer:  Use Data Set IDs Batch Inactivate Requesting FCC (DBAT) option. 

5. Can I inactivate a DSI?
Answer:  Yes, but only manual DSIs or Cost Pool DSIs may be inactivated at the DSI level.  To inactivate a system-generated DSI (e.g., DGA), the MEPRS codes must be inactivated in the MEPRS Codes file. This also means that the MEPRS code/FCC is inactivated everywhere in CHCS.

6. Is there a website available so that I can download the most recent version of the CHCS Workload Desktop Guide?

Answer:  Yes.  The CHCS Workload Desktop Guide, 28 September 2007 version can be downloaded from: http://www.chcs-dm.com/.  There is one username/password for all users.  See Below:

Username: chcspo (all lowercase). 
Password: sanxpo4Gov (case sensitive!)

7. Is there a listing of suggested CHCS Reports and CHCS Access for MEPRS personnel?

Answer:  Yes.  Refer to Appendix G in the CHCS Workload Desktop Guide, 28 September 2007 version.

8. If the CHCS CPT tables are not loaded in October, should MEPRS delay WAM Initialization for the new Fiscal Year?

Answer:  No. MEPRS WAM Initialization should not be delayed unless the DMIS ID and WAM Core Table for the new fiscal year is not loaded in CHCS.  If the DMIS ID and WAM Core Table are not loaded into CHCS by 25 October, please notify AMPO immediately.                           

[bookmark: _WAM_Exception_Messages][bookmark: _Appendix_A:_WAM][bookmark: _FY08_WAM_433]WAM 433 ENHANCEMENTS
WAM updates were made in FY08 and are listed in chapters provided below.  For details, see the CHCS Desktop Workload Guide, dated 28 September 2007.  Note: The functionality to receive partial WAM datasets in EASi was not available at the time that this document was published. If AMPO receives notification that this functionality is added to EASi, Army MEPRS personnel will be notified.

-Chapter 1: MEPRS Realignment Utility and Site Definable MEPRS Inactivate/Reactive options were added.

-Chapter 5: Information about the new Circuit-Rider Radiologist on the Same CHCS Host and Remote Radiology functionality was added.

-Chapter 6: Information about the new Laboratory enhancements was added.

-Chapter 10: New WAM Enhancements were added.

-Chapter 12: Modification to EAS ASCII files were added.

-Appendix A: New WAM Exception Messages were added.
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